sa..l.“"

Digital Partner for Life

CyberForce U

UNSERSTIMALAYEIA SARAVAAK
COMPUTER SOENCE AND
ATTRMATION TECHNOLDGY

CYBERSECURITY
IN 60 MINUTES

Breaking the Authentication:
Brute Force &
Dictionary Attacks A

& Login

OUR SPEAKERS

SALLY YONG MING

Sally Is 3 Security Engineer in
Sarawak nformation System Sdn.
Bhd. (SAINS). She graduated with &
Bachelor Degree in Information and
Communication Technology (ICT)
from Swinburne Unlversity Sarawak.
She is a certified CompTIA Security+
personnel,

ABOUT THIS COURSE

Authentication Is a cruclal asset In protecting a website
Itis used In order to stop maliclous users from entering
without permission. But when Lhe authentication has
been attacked, what can you do to protect It? Learn
about Brule Force altacks on authentication and how Lo
safeguard against them. Upon completion of this
course the audlence wlll be aole understand more the
consequences of the attack and how to remediate the
problem.

SIMON TIONG KUNG KIET

Simon is a cybersecurity expert with 7
years of experience in the field. He Is
well versed in multiple cybersecurity
areas such as open-source firewall

development, end-point security, IDS
(Intrusion Detecticn systemn), IPS {Intrusion Prevention

WHAT YOU'LL LEARN

Within this one hour webinar, you will be able to:

o Understand Brute Force Attacks System), WAF (Web Application Firewall) as well as
o Understand the Impact of Brute Force Attacks security assessments. He currently holds  several
e Learn the Remediation to Deal with Brute Force professional cybersecurity certifications such as CEH

Attacks (Certified Ethical Hacker) and CHFI (Computer Hacking

Forensic Investigator Certification).
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